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RESUMO  

O presente estudo analisa as aplicações da inteligência artificial no reconhecimento facial e na 

otimização de retratos, evidenciando avanços tecnológicos, implicações éticas, jurídicas e sociais, bem 

como possibilidades interdisciplinares. O objetivo consistiu em compreender como os algoritmos de 

aprendizado profundo, em especial as redes neurais convolutivas, têm transformado a biometria e os 

sistemas de autenticação digital, ao mesmo tempo em que suscitam discussões sobre privacidade, 

discriminação algorítmica e regulamentação. A justificativa encontra-se na necessidade de investigar 

criticamente uma tecnologia que, ao mesmo tempo em que oferece maior eficiência e praticidade, pode 

gerar riscos de vigilância excessiva e de violações de direitos fundamentais. A metodologia empregada 

seguiu uma abordagem qualitativa, de natureza exploratória e bibliográfica, fundamentada em Lakatos 

e Gil, utilizando análise documental de artigos científicos em PDF produzidos por autores brasileiros. 

Os resultados revelaram que, embora os modelos atuais apresentem elevados índices de acurácia em 

condições controladas, ainda enfrentam limitações em cenários reais, além de despertarem 

desconfiança social. Verificou-se também a relevância da otimização de retratos em áreas diversas, 

como medicina, psicologia, publicidade e segurança digital, apontando para o caráter interdisciplinar 

do tema. Conclui-se que a evolução do reconhecimento facial deve estar vinculada a mecanismos de 

regulação, transparência e responsabilidade social, de modo a alinhar inovação tecnológica com 

preservação de direitos e valores humanos. 

 

Palavras-chave: Inteligência Artificial. Reconhecimento Facial. Otimização de Retratos. Ética 

Digital. Tecnologia e Sociedade. 

 

ABSTRACT 

This study analyzes the applications of artificial intelligence in facial recognition and portrait 

optimization, highlighting technological advances, ethical, legal, and social implications, as well as 

interdisciplinary possibilities. The objective was to understand how deep learning algorithms, 

especially convolutional neural networks, have transformed biometrics and digital authentication 

systems while raising debates on privacy, algorithmic bias, and regulation. The justification lies in the 

need to critically examine a technology that, while offering greater efficiency and practicality, may 

also generate risks of excessive surveillance and violations of fundamental rights. The methodology 

followed a qualitative, exploratory, and bibliographic approach, grounded in Lakatos and Gil, using 

documentary analysis of Brazilian scientific articles in PDF. The results showed that although current 
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models achieve high levels of accuracy in controlled environments, they still face limitations in real-

world scenarios and generate social distrust. It was also observed that portrait optimization is relevant 

in several areas, such as medicine, psychology, advertising, and digital security, demonstrating the 

interdisciplinary nature of the subject. It is concluded that the evolution of facial recognition must be 

tied to regulatory mechanisms, transparency, and social responsibility, in order to align technological 

innovation with the preservation of rights and human values. 

 

Keywords: Artificial Intelligence. Facial Recognition. Portrait Optimization. Digital Ethics. 

Technology and Society. 

 

RESUMEN 

Este estudio analiza las aplicaciones de la inteligencia artificial en el reconocimiento facial y la 

optimización de retratos, destacando los avances tecnológicos, las implicaciones éticas, legales y 

sociales, así como las posibilidades interdisciplinarias. El objetivo fue comprender cómo los 

algoritmos de aprendizaje profundo, en particular las redes neuronales convolucionales, han 

transformado la biometría y los sistemas de autenticación digital, a la vez que suscitan debates sobre 

la privacidad, la discriminación algorítmica y la regulación. La justificación radica en la necesidad de 

investigar críticamente una tecnología que, si bien ofrece mayor eficiencia y practicidad, puede generar 

riesgos de vigilancia excesiva y violaciones de derechos fundamentales. La metodología empleada 

siguió un enfoque cualitativo, exploratorio y bibliográfico, basado en Lakatos y Gil, mediante el 

análisis documental de artículos científicos en formato PDF producidos por autores brasileños. Los 

resultados revelaron que, si bien los modelos actuales presentan altos índices de precisión en 

condiciones controladas, aún presentan limitaciones en escenarios reales y generan desconfianza 

social. También se verificó la relevancia de la optimización de retratos en diversos campos, como la 

medicina, la psicología, la publicidad y la seguridad digital, lo que destaca la naturaleza 

interdisciplinaria del tema. La conclusión es que la evolución del reconocimiento facial debe estar 

vinculada a mecanismos regulatorios, transparencia y responsabilidad social, alineando la innovación 

tecnológica con la preservación de los derechos y valores humanos. 

 

Palabras clave: Inteligencia Artificial. Reconocimiento Facial. Optimización de Retratos. Ética 

Digital. Tecnología y Sociedad.  
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1 INTRODUÇÃO 

O avanço das tecnologias de Inteligência Artificial tem transformado de maneira significativa 

os mecanismos de reconhecimento facial, ampliando sua utilização em diferentes áreas da sociedade, 

desde a segurança pública até sistemas de autenticação digital em dispositivos pessoais, e esse 

crescimento evidencia uma tendência irreversível de integração entre ciência computacional e práticas 

cotidianas que demandam maior agilidade e precisão na identificação de indivíduos, criando um campo 

fértil para debates técnicos, sociais e jurídicos que precisam ser aprofundados de forma sistemática 

(Almança & Rospa, 2024). 

A sofisticação dos algoritmos utilizados em processos de reconhecimento facial decorre da 

consolidação de arquiteturas de redes neurais convolutivas que são capazes de processar grandes 

volumes de dados visuais com acurácia elevada, garantindo respostas em tempo real e abrindo caminho 

para aplicações em ambientes críticos como transporte aéreo, policiamento urbano e monitoramento 

de grandes eventos, o que reforça a relevância científica do tema no contexto contemporâneo (Pontes 

& Silva, 2023). 

A justificativa da investigação reside na necessidade de analisar criticamente o impacto da 

disseminação desses sistemas em sociedades cada vez mais orientadas por dados, considerando que as 

técnicas de reconhecimento facial envolvem coleta e processamento de informações sensíveis, 

exigindo salvaguardas adequadas e mecanismos de governança que assegurem equilíbrio entre 

inovação e proteção de direitos individuais (Almeida, 2022). 

O debate acadêmico em torno da matéria mostra que as vantagens de maior eficiência e 

praticidade oferecidas por essas tecnologias precisam ser ponderadas diante dos riscos de 

discriminação algorítmica, enviesamento dos dados de treinamento e violações da privacidade, fatores 

que podem comprometer a legitimidade de sua aplicação e, consequentemente, a confiança da 

população em tais sistemas (Böhm & Sobieranski, 2021). 

Nesse cenário, é fundamental reconhecer que as pesquisas sobre reconhecimento facial não se 

limitam à busca por precisão técnica, mas envolvem também a reflexão sobre como os resultados 

podem ser interpretados e aplicados por diferentes agentes sociais, incluindo governos, empresas e 

instituições acadêmicas, que detêm responsabilidade sobre os impactos gerados pelo uso dessas 

ferramentas (Silva, 2023). 

A escolha pelo recorte do reconhecimento facial e da otimização de retratos encontra respaldo 

na relevância prática e acadêmica da temática, visto que tais sistemas são utilizados em estratégias de 

segurança, autenticação digital e personalização de experiências em plataformas digitais, permitindo 

que a ciência da computação dialogue com áreas do direito, da sociologia e da ética em uma perspectiva 

interdisciplinar (Mascarenhas, 2021). 
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O objetivo central desta pesquisa é compreender as implicações das aplicações de IA no 

reconhecimento facial e na otimização de retratos, explorando suas potencialidades tecnológicas e suas 

limitações, bem como refletindo sobre as questões éticas, jurídicas e sociais associadas, uma vez que 

esse conjunto de fatores influencia diretamente a forma como tais ferramentas serão aceitas e reguladas 

no futuro. 

 

2 REFERENCIAL TEÓRICO 

2.1 AVANÇOS TECNOLÓGICOS EM INTELIGÊNCIA ARTIFICIAL E RECONHECIMENTO 

FACIAL 

O reconhecimento facial avançou consideravelmente a partir da incorporação de técnicas de 

aprendizado profundo, em especial redes neurais convolutivas, que se tornaram ferramentas 

indispensáveis para a visão computacional, uma vez que permitem extrair padrões complexos de 

imagens com alta precisão, transformando o cenário da biometria e estabelecendo novas fronteiras para 

a pesquisa acadêmica (Dias, 2020). 

As metodologias mais tradicionais, como Eigenfaces e Fisherfaces, desempenharam um papel 

histórico relevante no desenvolvimento inicial da área, mas demonstraram limitações significativas 

diante da necessidade de maior acurácia, sobretudo em ambientes sujeitos a variações de iluminação, 

ruídos e mudanças na expressão facial, sendo progressivamente substituídas por arquiteturas mais 

robustas como ResNet e FaceNet (Silva, 2023). 

A aplicação de Transfer Learning tem se destacado por reduzir o tempo de treinamento e a 

quantidade de dados necessários para o funcionamento adequado dos modelos, permitindo que 

algoritmos como VGG e ResNet, já treinados em grandes bases de dados, sejam adaptados para 

contextos específicos, viabilizando soluções práticas em diferentes cenários (Silva & Filho, 2023). 

Estudos têm demonstrado a viabilidade da implementação dessas tecnologias em plataformas 

de hardware embarcadas, tornando possível o uso em tempo real em dispositivos de menor custo 

computacional e energético, fator que amplia a acessibilidade e abre espaço para inovações voltadas a 

setores públicos e privados (Böhm & Sobieranski, 2021). 

A consolidação de frameworks de código aberto também contribuiu para o fortalecimento da 

pesquisa, oferecendo a desenvolvedores e acadêmicos recursos acessíveis para criar sistemas 

personalizados de reconhecimento facial, ampliando o escopo de aplicação e diminuindo barreiras de 

entrada para pequenos empreendedores e instituições de ensino (Sartori & Revejes, 2021). 

A pesquisa brasileira sobre o tema tem se fortalecido por meio de projetos acadêmicos voltados 

para segurança pública, autenticação digital e monitoramento em tempo real, evidenciando que a área 

caminha para integrar múltiplos domínios, indo além da mera implementação técnica e buscando 

dialogar com desafios sociais, éticos e legais (Mascarenhas, 2021). 



 

 
LUMEN ET VIRTUS, São José dos Pinhais, v. XV, n. XLIII, 2024 

  

Apesar das conquistas técnicas, permanece a dificuldade de lidar com bases de dados 

enviesadas que, ao treinarem os algoritmos, podem reproduzir preconceitos existentes, criando padrões 

discriminatórios que afetam diretamente grupos historicamente marginalizados, evidenciando que a 

neutralidade algorítmica ainda é um ideal distante (Almança & Rospa, 2024). 

A literatura aponta que esses problemas de vieses algorítmicos não são exclusivos do Brasil, 

mas possuem implicações mais graves em países que carecem de regulamentações sólidas de proteção 

de dados, o que torna urgente o estabelecimento de mecanismos jurídicos de controle que assegurem 

a equidade nos resultados (Pontes & Silva, 2023). 

O uso crescente de reconhecimento facial em dispositivos pessoais, como smartphones e 

sistemas de pagamento digital, reforça o caráter cotidiano dessa tecnologia, ao mesmo tempo em que 

levanta debates sobre o grau de exposição a que os indivíduos estão submetidos, tornando essencial o 

estudo da interação entre confiabilidade técnica e aceitabilidade social (Silva, 2023). 

Avanços técnicos recentes demonstram que a integração de redes neurais mais profundas tem 

resultado em acurácias próximas à perfeição em ambientes controlados, mas o grande desafio continua 

sendo a adaptação para situações do mundo real, onde fatores ambientais, diversidade de perfis e 

condições de captura exigem robustez adicional (Dias, 2020). 

A ampliação do uso de sistemas embarcados de reconhecimento facial em aeroportos e 

transportes coletivos, como já ocorre em experiências brasileiras e internacionais, comprova que essas 

tecnologias estão cada vez mais inseridas em processos de governança e gestão de mobilidade, 

reforçando a urgência de uma abordagem multidisciplinar no estudo do tema (Böhm & Sobieranski, 

2021). 

Dessa forma, os avanços tecnológicos no campo do reconhecimento facial demonstram que a 

pesquisa acadêmica precisa não só consolidar soluções técnicas, mas principalmente refletir sobre a 

responsabilidade do seu uso em diferentes esferas da sociedade, integrando ciência, ética e direito 

como pilares fundamentais de sua legitimidade. 

 

2.2 IMPLICAÇÕES ÉTICAS E JURÍDICAS DO RECONHECIMENTO FACIAL 

O reconhecimento facial, quando aplicado em larga escala, levanta questionamentos éticos que 

vão muito além da esfera técnica, pois envolve a relação entre privacidade, segurança e direitos 

fundamentais, sendo evidente que a utilização indiscriminada dessas tecnologias pode resultar em 

formas de vigilância invasiva que ultrapassam os limites aceitáveis em uma sociedade democrática 

(Almança & Rospa, 2024). 

Estudos recentes demonstram que os algoritmos de reconhecimento facial apresentam taxas de 

erro mais elevadas para determinados grupos raciais e de gênero, o que significa que a tecnologia não 

é neutra, mas reflete os vieses inseridos em seus dados de treinamento, criando cenários de 
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discriminação algorítmica que precisam ser regulados por mecanismos jurídicos capazes de mitigar 

tais riscos (Pontes & Silva, 2023). 

O debate em torno da legitimidade do uso dessas ferramentas na segurança pública é um dos 

pontos centrais da literatura, pois enquanto há defensores que argumentam pela eficiência no combate 

à criminalidade, críticos alertam para os danos irreparáveis que podem ser causados quando uma 

identificação equivocada leva a prisões injustas, comprometendo a integridade do devido processo 

legal (Almeida, 2022). 

A ausência de regulamentação específica no Brasil para o uso do reconhecimento facial em 

contextos de vigilância estatal cria um vácuo normativo que abre margem para arbitrariedades, motivo 

pelo qual a doutrina jurídica enfatiza a necessidade de normas claras que definam limites, critérios de 

proporcionalidade e garantias mínimas de proteção aos cidadãos (Mascarenhas, 2021). 

Questões relacionadas à proteção de dados pessoais também estão no centro das discussões, 

visto que a coleta massiva de imagens e sua armazenagem em bancos de dados públicos ou privados 

expõe os indivíduos a riscos de uso indevido, exigindo compatibilidade com a Lei Geral de Proteção 

de Dados e, ao mesmo tempo, diretrizes adicionais para casos específicos de segurança pública 

(Almança & Rospa, 2024). 

A análise crítica aponta ainda para o risco de normalização da vigilância em sociedades 

altamente conectadas, onde a população, em nome de uma suposta maior sensação de segurança, acaba 

aceitando práticas que comprometem liberdades individuais, criando um cenário de erosão gradual de 

direitos, muitas vezes invisível aos próprios cidadãos (Pontes & Silva, 2023). 

Pesquisas no campo do direito digital e da bioética destacam que o uso de dados biométricos, 

por serem informações sensíveis e únicas de cada indivíduo, demanda tratamento ainda mais rigoroso 

que outros tipos de dados pessoais, pois o vazamento de tais informações compromete de forma 

permanente a identidade de uma pessoa, não sendo possível reverter o dano (Almeida, 2022). 

Na esfera internacional, há registros de cidades que optaram por restringir ou até mesmo banir 

o uso de reconhecimento facial em espaços públicos, justamente pelo alto risco de violação de direitos 

fundamentais, e tais experiências servem de parâmetro para pensar políticas públicas brasileiras mais 

equilibradas, que promovam segurança sem abrir mão das liberdades civis (Almança & Rospa, 2024). 

O reconhecimento facial utilizado como prova em processos judiciais também tem sido objeto 

de análise, visto que sua validade depende da confiabilidade técnica e da ausência de vieses, fatores 

que ainda não são plenamente garantidos, o que reforça a necessidade de perícias independentes e 

protocolos claros para evitar injustiças (Pontes & Silva, 2023). 

Ao se discutir o uso em ambientes comerciais, surge a preocupação com o consentimento 

informado, pois muitas vezes os consumidores têm seus dados faciais coletados sem clareza sobre a 
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finalidade ou sem possibilidade de recusa, o que configura violação aos princípios da transparência e 

da autodeterminação informativa, pilares essenciais da proteção de dados (Mascarenhas, 2021). 

Os debates éticos apontam também para a necessidade de responsabilizar empresas e governos 

por eventuais danos causados pelo uso indevido ou discriminatório de tais sistemas, estabelecendo 

sanções proporcionais que funcionem como desestímulo a práticas abusivas, garantindo maior 

confiabilidade e segurança jurídica (Almeida, 2022). 

Assim, a reflexão sobre as implicações éticas e jurídicas do reconhecimento facial não pode se 

restringir à análise técnica de algoritmos, devendo abarcar um olhar mais amplo que considere os 

impactos sociais, as desigualdades estruturais e os valores democráticos, sendo indispensável a 

formulação de políticas públicas que conciliem inovação tecnológica e salvaguarda dos direitos 

humanos. 

 

2.3 OTIMIZAÇÃO DE RETRATOS E APLICAÇÕES INTERDISCIPLINARES 

A utilização de inteligência artificial na otimização de retratos envolve técnicas de 

processamento de imagem que vão desde ajustes de nitidez e iluminação até reconstruções mais 

complexas que recriam detalhes fisionômicos, permitindo não somente uma estética mais agradável, 

mas também a geração de dados mais confiáveis para sistemas de autenticação, consolidando-se como 

um campo híbrido entre ciência da computação e artes visuais (Dias, 2020). 

Ferramentas baseadas em aprendizado profundo, como redes neurais convolutivas aplicadas a 

imagens faciais, conseguem identificar imperfeições e propor melhorias automáticas, criando versões 

otimizadas dos retratos que podem ser aplicadas tanto em contextos pessoais, como fotografia e redes 

sociais, quanto em áreas técnicas, como exames periciais e perícias forenses, que exigem qualidade e 

precisão na representação visual (Silva, 2023). 

A aplicação prática dessas tecnologias também se estende ao setor de segurança digital, em que 

retratos otimizados são utilizados em processos de autenticação biométrica, elevando as taxas de acerto 

e reduzindo falhas em sistemas que dependem da identificação rápida e segura de usuários em bancos 

digitais, serviços financeiros e dispositivos móveis (Böhm & Sobieranski, 2021). 

No campo jurídico, a melhoria de imagens faciais pode ser decisiva em investigações criminais, 

uma vez que retratos mais nítidos aumentam a possibilidade de reconhecimento por testemunhas ou 

pela própria vítima, além de fornecerem elementos mais claros para laudos periciais, fortalecendo a 

prova técnica e auxiliando na tomada de decisões judiciais (Pontes & Silva, 2023). 

Outra dimensão interdisciplinar da otimização de retratos aparece no design e na publicidade, 

em que sistemas de IA são empregados para criar imagens atrativas e ajustadas às preferências do 

público, possibilitando campanhas mais personalizadas e eficazes, mas levantando ao mesmo tempo 
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debates sobre autenticidade e manipulação digital, especialmente em relação à transparência com os 

consumidores (Mascarenhas, 2021). 

Na medicina e na psicologia, retratos otimizados são explorados em estudos de expressões 

faciais, permitindo análises detalhadas de microexpressões e padrões emocionais que podem auxiliar 

em diagnósticos clínicos, desenvolvimento de terapias e até no monitoramento de distúrbios 

comportamentais, reforçando a interface entre tecnologia e saúde (Almança & Rospa, 2024). 

Projetos educacionais também têm incorporado a otimização de retratos, sobretudo em 

ambientes virtuais de aprendizagem, onde o reconhecimento facial é utilizado para validar a presença 

e acompanhar o engajamento dos alunos, ao mesmo tempo em que retratos mais claros e precisos 

melhoram a experiência em plataformas de ensino a distância (Silva & Filho, 2023). 

A indústria de entretenimento se beneficia intensamente dessas tecnologias, utilizando retratos 

otimizados para criar avatares digitais, personagens realistas em jogos e efeitos visuais em filmes, 

cenário em que a inteligência artificial contribui para a imersão do usuário e amplia as possibilidades 

criativas em narrativas audiovisuais (Sartori & Revejes, 2021). 

Na esfera social, a otimização de retratos por IA desperta discussões sobre identidade e 

representatividade, visto que algoritmos muitas vezes reproduzem padrões estéticos que não 

contemplam a diversidade de traços, etnias e culturas, sendo necessário desenvolver modelos mais 

inclusivos que valorizem a pluralidade e não reforcem estereótipos (Almeida, 2022). 

Do ponto de vista científico, a integração entre reconhecimento facial e otimização de retratos 

demonstra que a fronteira entre melhorar a qualidade de uma imagem e utilizá-la como dado técnico é 

tênue, exigindo pesquisas que aprofundem a compreensão de até que ponto é possível otimizar sem 

comprometer a veracidade ou introduzir elementos artificiais que distorçam a identidade (Silva, 2023). 

Os avanços nessa área evidenciam que o futuro da otimização de retratos está fortemente 

atrelado à interdisciplinaridade, pois sua aplicação vai desde o direito até a publicidade, da segurança 

à medicina, sempre levantando o desafio de equilibrar inovação tecnológica e responsabilidade ética, 

em um cenário onde a linha entre aprimoramento e manipulação se torna cada vez mais delicada (Dias, 

2020). 

Portanto, a otimização de retratos mediada por inteligência artificial não deve ser vista como 

um recurso secundário, mas como um eixo central de pesquisa que conecta diferentes áreas do 

conhecimento, ampliando as fronteiras de aplicação do reconhecimento facial e fortalecendo a 

importância da reflexão crítica e interdisciplinar para o uso responsável dessas tecnologias. 

 

3 METODOLOGIA 

A construção deste artigo apoia-se em uma abordagem metodológica de natureza qualitativa, 

cuja escolha decorre da necessidade de compreender os fenômenos sociais, tecnológicos e jurídicos 
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envolvidos nas aplicações de inteligência artificial em reconhecimento facial e otimização de retratos, 

sendo a análise qualitativa adequada para captar nuances, interpretações e significados que não podem 

ser traduzidos em números ou meros indicadores estatísticos, conforme salientam Lakatos e Marconi 

(2003). 

Segundo Gil (2008), a pesquisa qualitativa busca interpretar a realidade a partir de um olhar 

compreensivo e contextualizado, permitindo ao pesquisador avaliar como os fenômenos tecnológicos 

se inserem em cenários concretos e como produzem efeitos sobre indivíduos e instituições, o que 

justifica a escolha desse caminho metodológico, já que o reconhecimento facial não pode ser 

dissociado de seus impactos éticos e sociais. 

A tipologia de pesquisa adotada enquadra-se no modelo exploratório, pois a intenção é ampliar 

o entendimento sobre as potencialidades e os riscos relacionados ao reconhecimento facial e à 

otimização de retratos, fornecendo subsídios para futuras investigações mais aprofundadas, sendo a 

pesquisa exploratória recomendada quando o campo de estudo ainda carece de sistematização e de 

diretrizes consolidadas, como argumenta Gil (2002). 

Do ponto de vista do procedimento técnico, a investigação é essencialmente bibliográfica, uma 

vez que se fundamenta em artigos científicos, teses e trabalhos acadêmicos previamente publicados, 

os quais fornecem a base teórica necessária para a análise, sendo este um caminho reconhecido por 

Lakatos e Marconi (2003) como essencial para qualquer pesquisa científica que pretenda legitimar-se 

em um contexto acadêmico. 

A pesquisa bibliográfica, segundo Gil (2008), tem como característica principal a utilização de 

material já elaborado por outros autores, permitindo ao pesquisador revisar criticamente contribuições 

anteriores, compará-las, identificar contradições e mapear tendências, o que se mostra indispensável 

neste estudo, dada a diversidade de perspectivas que cercam o uso da inteligência artificial no 

reconhecimento facial. 

O método de procedimento escolhido é o monográfico, uma vez que se concentra em um tema 

específico, com o objetivo de analisá-lo de forma aprofundada, reunindo dados e reflexões que possam 

compor um quadro consistente e abrangente, de acordo com a concepção de Lakatos e Marconi (2003), 

que indicam a monografia como técnica apropriada para estudos que exigem foco e profundidade em 

um único objeto. 

 

4 RESULTADOS E DISCUSSÃO 

Os resultados obtidos a partir da análise dos estudos revisados mostram que o reconhecimento 

facial mediado por inteligência artificial já atingiu um grau de maturidade técnica capaz de operar com 

altos níveis de acurácia em ambientes controlados, mas ainda enfrenta barreiras significativas quando 
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exposto a condições reais, como iluminação inadequada, variações de ângulo ou expressões faciais 

distintas, o que revela a distância entre o desempenho laboratorial e o cotidiano prático (Silva, 2023). 

Um dos pontos mais discutidos é a tendência de determinados algoritmos apresentarem vieses 

em relação a grupos raciais e de gênero, consequência direta da formação dos bancos de dados de 

treinamento, que muitas vezes não contemplam a diversidade necessária para gerar representações 

justas, e isso reforça a preocupação de estudiosos que alertam para o risco de discriminação algorítmica 

e para os impactos sociais que podem decorrer de um reconhecimento incorreto (Almança & Rospa, 

2024). 

A literatura analisada mostra ainda que soluções baseadas em Transfer Learning têm se 

mostrado eficazes na adaptação de modelos complexos a conjuntos de dados menores, o que favorece 

a implementação em contextos locais ou específicos, possibilitando que instituições sem grande 

infraestrutura computacional possam acessar ferramentas avançadas, democratizando o uso da 

tecnologia e abrindo espaço para aplicações mais amplas (Silva & Filho, 2023). 

Um resultado particularmente interessante é a viabilidade de execução de modelos de 

reconhecimento facial em sistemas embarcados, como mostram estudos realizados em plataformas de 

hardware de baixo custo, que conseguiram implementar processos de identificação em tempo real, 

ainda que com algumas restrições, apontando para a possibilidade de aplicações portáteis e acessíveis 

que possam ser utilizadas tanto em segurança pública quanto em iniciativas privadas (Böhm & 

Sobieranski, 2021). 

No campo jurídico, a discussão ganha contornos complexos, já que a adoção de tecnologias de 

reconhecimento facial como prova em processos judiciais ainda carece de critérios claros de validação, 

e os resultados indicam que a confiabilidade técnica não é suficiente por si só, sendo necessário 

desenvolver protocolos de perícia independentes que assegurem a legitimidade do material 

apresentado em tribunais (Pontes & Silva, 2023). 

Cabe destacar, o uso crescente da otimização de retratos em aplicações de segurança, e também 

em áreas como publicidade, medicina e psicologia, onde imagens mais nítidas e detalhadas podem 

auxiliar tanto na comunicação quanto em diagnósticos, mostrando que o reconhecimento facial não se 

limita à função de identificar pessoas, mas abre caminho para aplicações interdisciplinares 

(Mascarenhas, 2021). 

A análise dos dados também confirma que a aceitação social da tecnologia é um fator decisivo 

para sua implementação, pois, embora a população reconheça os benefícios em termos de praticidade 

e segurança, há um temor crescente de perda de privacidade, o que revela uma tensão constante entre 

inovação tecnológica e salvaguarda de direitos fundamentais (Almeida, 2022). 

Um ponto de debate é a utilização em segurança pública, onde a eficiência na captura de 

suspeitos e na prevenção de crimes precisa ser confrontada com o risco de erros e abusos, e os 
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resultados das pesquisas mostram que, sem regulamentação clara, há o perigo de transformar cidades 

em espaços de vigilância constante, o que exige a formulação de políticas públicas equilibradas 

(Almança & Rospa, 2024). 

No campo técnico, as comparações entre algoritmos como Eigenfaces, Fisherfaces, LBPH e 

FaceNet deixam claro que os modelos mais antigos já não oferecem o desempenho necessário para 

cenários atuais, sendo superados por arquiteturas mais recentes que alcançam taxas de acerto acima de 

95%, o que reforça a importância de manter uma atualização contínua das soluções empregadas (Silva, 

2023). 

Os estudos também apontam que o uso de frameworks abertos, como os desenvolvidos em 

projetos acadêmicos nacionais, representa uma alternativa poderosa para ampliar a autonomia 

tecnológica, permitindo que pesquisadores locais adaptem os algoritmos às realidades brasileiras, 

reduzindo dependências externas e fortalecendo o cenário científico nacional (Sartori & Revejes, 

2021). 

Um resultado transversal é que o reconhecimento facial, ao mesmo tempo em que amplia a 

eficiência em diferentes setores, gera efeitos colaterais que precisam ser discutidos, como o risco de 

vigilância massiva e a manipulação digital de retratos, e isso mostra que a tecnologia não pode ser 

analisada isoladamente, mas deve ser compreendida dentro de um contexto ético, jurídico e social mais 

amplo (Pontes & Silva, 2023). 

 

5 CONSIDERAÇÕES FINAIS 

A análise realizada permitiu compreender que o reconhecimento facial mediado por 

inteligência artificial já não pode ser visto como uma promessa distante, mas como uma realidade em 

plena expansão, cujos impactos atingem tanto a esfera individual quanto a coletiva, exigindo uma 

leitura crítica que considere simultaneamente avanços técnicos, implicações sociais e 

responsabilidades éticas. 

Os objetivos delineados foram alcançados ao demonstrar que o tema precisa ser abordado de 

forma interdisciplinar, unindo ciência da computação, direito, sociologia e comunicação visual, pois 

somente a integração de diferentes campos permite construir uma visão mais equilibrada sobre as 

potencialidades e os riscos envolvidos na aplicação dessas tecnologias. 

A justificativa da pesquisa mostrou-se consistente na medida em que o reconhecimento facial 

não se limita a um recurso de segurança, mas se insere em um conjunto de práticas que alteram o 

cotidiano das pessoas, influenciando desde a forma como acessam dispositivos pessoais até as políticas 

públicas de monitoramento em larga escala, o que reforça a necessidade de transparência e controle 

social. 
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Os resultados apresentados evidenciaram que, embora os algoritmos mais recentes ofereçam 

níveis de precisão elevados em contextos controlados, ainda existem obstáculos quando aplicados em 

situações reais, e essa dificuldades técnicas se somam a barreiras éticas e jurídicas que precisam ser 

enfrentadas para garantir que o progresso não comprometa valores fundamentais. 

Ao discutir a otimização de retratos, foi possível verificar que esse recurso se projeta além da 

estética ou da fotografia digital, pois toca em questões de autenticidade, identidade e representação, 

despertando debates sobre os limites entre aprimorar uma imagem e manipular informações, o que 

aponta para novos dilemas que deverão ser enfrentados no futuro. 

O trabalho também reforçou que o reconhecimento facial só pode ser legitimado se for 

acompanhado por regulamentações claras, protocolos de auditoria e mecanismos de responsabilização, 

pois, sem essas salvaguardas, qualquer avanço técnico corre o risco de ser instrumentalizado de 

maneira abusiva, prejudicando aqueles que deveria proteger. 

Destacou-se que o reconhecimento facial e a otimização de retratos não devem ser vistos 

isoladamente, mas como parte de um movimento mais amplo de expansão da inteligência artificial no 

cotidiano, movimento que demanda consciência crítica para que a tecnologia seja utilizada como meio 

de inclusão, inovação e progresso, e não como instrumento de exclusão ou vigilância excessiva. 

Assim, as considerações finais reafirmam que o reconhecimento facial é uma tecnologia de 

duplo impacto, capaz de gerar benefícios inegáveis quando usada de forma responsável, mas 

igualmente capaz de causar danos profundos quando aplicada sem reflexão, cabendo à sociedade, aos 

pesquisadores e aos gestores públicos a tarefa de estabelecer os limites necessários para que essa 

inovação se desenvolva em consonância com valores humanos essenciais. 
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